
ASIS Chapter Meeting Notes 
3/31/20 

Presentation: Denzor Richburg, Department of Homeland Security / Intelligence and Analysis 

Attendance Count: 17 

State Level and Local Police no increase in extremist activity 

Provide information to stakeholders mitigate and neutralize threat levels 

Cyber monitoring of network increase: 

- Ransomware attacks on local, city, state governments 

- Vulnerability increased by telework since COVID-19 began 

o Exploiting remote devices with Malware by Russians GRU, South Korea 

o Hotel Wi-Fi, faith-based organizations, minorities 

o Violence towards targets by violent extremists 

o Social distancing may complicate, large uprising or large groups 

o ICE Attacks against healthcare industry 

o 30% unemployment 

o White Supremist against critical infrastructure, government response 

o Fear of guns being taken away and Marshall Law 

Focus in changing: Foreign influence will not stop against election infrastructure, improper news and 

social media is used to spread it. Not trusting our Governments, division among ourselves, 

manufacturing changing in the US to support masks, ventilators, etc.  

What can Security Organizations like ASIS do to help DHS with security of our business communities? 

Stay vigilant, stay aware, listen 

 

 

 

 


